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The Political Economy of GovTech 
Arthur Silve and Mariano Moszoro 
July 2023 

The digitalization of public services, known as GovTech, can disrupt traditional mechanisms to promote 
economic development (for example, financial inclusion, education, and health care), improve the delivery 
of public services, and expedite development objectives. For GovTech to be successful in enhancing the 
public sector's efficiency, transparency, and inclusiveness, its design and implementation require that 
private interests be aligned with the overarching goal of a “citizen-oriented” digitalization. Because the 
interests of the state and private providers are often antagonistic, the social dividends from GovTech 
remain contingent on implementing the appropriate market structure through adequate property rights and 
regulatory oversight.   

The Scope of GovTech 

GovTech involves the use of technology to modernize and transform government operations, decision-
making processes, and service delivery to improve government services, transparency, efficiencies, 
agility with fit-to-purpose technology, and citizen engagement (Amaglobeli and others 2023b). More 
precisely, GovTech refers to how technology—understood in its largest sense as the link between computer 
science and its practical applications—can transform government services. GovTech aims to improve how 
citizens and businesses interact with government services while making the government more efficient, 
transparent, and agile. Strategies include automating operations and government services and making more 
data and digital services available across government agencies and to the private sector. GovTech also requires 
a modification in the way government agencies operate by adopting new ways of thinking about project 
management (for example, adopting agile approaches), vendor relationships (for example, considering startups 
and open source), technology adoption (for example, promoting innovation), and data transparency (for 
example, sharing anonymized data via application programming interfaces). The main forces at play are 
innovation and control. This note identifies the key actors and institutions in GovTech, proposes a framework for 
analyzing their interrelation, and outlines policy recommendations to advance GovTech. The note emphasizes 
the role of the private sector responsible for the technological innovations used by the government. 
Concurrently, the note highlights the importance of protecting privacy and regulatory oversight so that GovTech 
remains oriented toward citizens’ needs.  

During the late 19th century and early 20th century, railroads connected communities and unleashed 
new opportunities for growth and development. Throughout most of the 20th century, highways brought 
people and markets closer to each other. The 21st century is the era of digitalization. Today, 
telecommunications, including the internet, can connect even the most remote areas to the global village 
(Delaporte and Bahia 2022; Amaglobeli and others 2023a). Digitalization can help modernize the state and 
create enormous growth opportunities. 

GovTech is the latest step in the state’s permanent drive to modernize the public sector. What is already 
being done includes the supply of the enabling digital public infrastructure (for cloud, digital payment, digital 
identification, and code repositories), the development of internal systems (for example, digitalization of the 
revenue administration, expenditure policies, public financial management, and data sharing between 
administrations), and the development of government-user interfaces (for example, online submission of 
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immigration applications and fiscal declarations, centralized medical records, online voting, and budget 
monitoring). Several recent applications of GovTech have attracted significant attention and expectations, such 
as answering citizens’ queries to the government with artificial intelligence, or AI (Androutsopoulou and others 
2019; Gomes de Sousa and others 2019); registries for securing voting and procurement (Hjálmarsson and 
others 2018); tax collection; and fraud detection (Engin and Treleaven 2019).  

Figure 1 reflects the interplay of the various actors of GovTech on several frames: (1) institutions, 
formal relationships, and accountability; (2) politics, voting, and legitimacy; (3) economics; and (4) flows 
of data. Data are not the only valuable resource for GovTech; however, data create new issues for public 
policies and a whole new array of conflicts between users, the government, private providers of public services, 
and competitors. Figure 1 also illustrates the centrality of the private providers of public services. Although the 
delegation of public services to private providers is not a new feature of the GovTech revolution, it becomes 
ubiquitous with GovTech. Moreover, the role of data creates an array of problems for the direction of GovTech 
and its governance. These stakeholders constitute the GovTech “ecosystem,” which consists of (1) international 
actors (for example, supply chains—software, hardware, and services), (2) domestic public agencies (including 
line ministries, such as state security, finance, health, and education), and (3) and domestic service providers 
(for example, telecom, cloud, and software). 

Figure 1. Actors, Relationships, and Transfers in GovTech 

 
Source: IMF staff. 
Note: Double lines represent legal and market relationships, dashed single lines represent informal ties and influences, solid black lines 
represent capital transfers, and solid red lines represent data flows.  

GovTech certainly has more potential for applications than we can imagine. As with other general-purpose 
innovations, it will take several years to understand the GovTech sector’s full scope and impact on social 
structures. GovTech can disrupt traditional development mechanisms, improve the delivery of public services, 
enhance government efforts in combating corruption,1 promote transparency, and help reach development 
objectives faster than anticipated. AI can contribute to GovTech with intelligent automation of routine and 

 
1 Albeit with nuances: see, for example, Shim and Eom (2008), Adam and Fazekas (2021), and Santiso (2022). 
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repetitive tasks, data analysis and predictive analytics, natural language processing (for example, AI-powered 
chatbots or virtual assistants), fraud detection and security, and personalized services. It also threatens the 
social inclusion of those without the means to acquire the skills to navigate the new technologies. This digital 
divide creates the risk of increasing inequalities among individuals, sectors, and countries and reducing trust in 
technology, institutions, and governments (IMF and the World Bank 2018). 

The main innovation of GovTech is more social than technological. Typically, GovTech adapts 
technologies developed for other purposes to transform the relationship among the citizens, businesses, and 
state.2 It changes the services that the citizens expect from the state (Dener and others 2021) and the state’s 
accountability to the citizens, thanks to better information for the population. Importantly, GovTech introduces 
new intermediaries among the citizens, businesses, and state. It also facilitates the development of new 
industries and threatens others that we can expect to oppose its deployment (Frieden and Silve 2023). As a 
result, it has political and administrative consequences. The underlying technologies allow new modes of 
mobilization and social protest (voice). They change patterns of evasion for reluctant taxpayers and political 
contestants (exit). Through GovTech, they also offer new technologies of control by the state (repression).  

Impact on Policies 

GovTech affects the implementation of traditional public policies. It streamlines the fiscal revenue 
collection, expenditure policy, and public financial management. It can help coordinate health and education 
services. It expands the scope of property rights (in particular, over data). It affects new and more established 
industries’ regulations (see previous examples). The main objectives of the digitalization of public services are 
the expected efficiency gains in the implementation of public policy; the social dividends of digital adoption in 
terms of health, education, and gender equity; the coverage of social safety nets; the macro-financial gains of 
digital connectivity and adoption; and more generally, the quality improvement of public services delivered. 

GovTech’s success depends on how and in which context (that is, legal framework, innovation 
environment, digital literacy, and business models) it is implemented. Digitalization has the same 
objectives as previous attempts to modernize the public sector. It differs because of the specifics of how digital 
technology can affect administrations’ operation. Some of the mechanisms through which GovTech may make 
public services more efficient are automation, integration, and information of citizens and businesses. However, 
GovTech is not a silver bullet for efficiency gains in implementing public policies. Better information and different 
forms of engagement also mean that GovTech has a political dimension. It changes the mechanisms through 
which governments are held accountable (see next section). These mechanisms can have both positive and 
negative dimensions. One negative aspect is that GovTech tends to introduce new intermediaries—private 
providers of public services—among citizens, businesses, and governments, which may blur the public sector’s 
responsibility.  

Automation allows administrations to reduce their focus in routine tasks and interactions with citizens 
and businesses. For instance, the Action Publique 2022 program automated France’s 250 most frequent 
administrative procedures. The resources freed by automation can be allocated to wind down administrations 
and to move to agile and adaptable public management processes (Mergel, Ganapati, and Whitford 2020). 

Automation and, more generally, digitalization also create new responsibilities for the state, such as 
supplying the digital public infrastructure and improving the population’s digital literacy to ensure the 
wide adoption of its services. A recurring worry of local elected officials is the widening of the digital divide 
(Sanders and Scanlon 2021), or a persistent share of citizens who find themselves excluded from the delivery of 

 
2 In some instances, however, unique technology is developed under the GovTech umbrella, including electronic fiscal devices and fiscal 

electronic signature devices deployed to large segments of taxpayers. 
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basic administrative services when there are no remaining analog alternatives to digital ones. Not all citizens are 
able to use digital tools, and digital access remains unequal across territories, even in industrialized countries.  

Integrating information and data across administrations and supplying the enabling digital public 
infrastructure should help eliminate redundancies and develop the proper policy measures.3 In doing so, 
it reduces the administrative burden expected of citizens and the scope for mistakes, inconsistencies, and fraud. 
Integration is not a silver bullet, however. It also creates some difficulties. The sensitivity of the data held by 
administrations (for example, health, taxes, assets, and financial data for businesses) requires careful handling 
of the information flows, careful tracking of who accesses what data, and accountability in data usage.  

GovTech may involve gathering new data on citizens and businesses and better integrating information 
across administrations. It also helps improve the information of citizens and businesses and helps them track 
and monitor the status of their applications and procedures, including the status of internal processes and 
cases. Thanks to digitalization, several countries and corporations have transitioned to an “open-book” model. 
Increased transparency, however, is not a general tendency of administrations, and better access to 
administrations is by no means an inevitable correlate of digitalizing public services (Margetts 2006). The fact 
that transparency is not a built-in digitalization feature is rather positive. Transparency is usually but not always 
advantageous in terms of the costs it may impose on administrations, the protection of public servants’ rights, 
the effectiveness of specific policies (Bannister and Connolly 2011), and state capacity (Halachmi and Greiling 
2013). It remains that digital technology can help drive a shift to more transparency in policymaking and 
implementation on a case-by-case basis, wherever transparency would be overall beneficial (see, for example, 
Gonzalez-Garcia 2022). 

Impact on Politics 

GovTech changes how populations hold their governments accountable. This is a consequence of more 
readily available information, but it is also because GovTech expands how the state can control and sometimes 
repress the population. The result is that citizens and businesses may quickly lose trust in the technology and 
the public authorities behind it, thus greatly diminishing the effectiveness of several public policies. Policies need 
to be adapted to reflect the need to compensate for this perceived threat with greater inclusiveness, 
engagement, and collaboration when they become digital (Wee and Findlay 2020). Otherwise, the adoption of 
GovTech will come with an increased perception of authoritarianism and public disengagement, which would be 
especially detrimental for policies that rely on compliance by citizens and businesses, such as the collection of 
tax revenue or prevention in health care (Poortinga and Pidgeon 2003; Wong and Jensen 2020).  

One aspect through which GovTech affects the accountability of governments is that it gives a 
prominent role to private corporations in the design and supply of digitalized public services. Previous 
processes of state modernization remained firmly internal to public agencies in the hands of the administration. 
Even in its yet-to-be-imagined dimensions, GovTech relies primarily on digital technologies mastered by start-
ups and established companies and not so much by public administrations (Vial 2019; Bharosa 2022). For 
private companies, GovTech represents a large and quickly growing market. A study by McKinsey estimated the 
sector at $400 billion in 2018 and predicted that it would increase to $1 trillion by 2025 (cited in Santiso 2020). It 
is no surprise, then, that private providers of administrative services also enter the new political economy 
equilibrium and must be considered when assessing the impact of GovTech on policies. The presence of these 
private actors affects the delivery of digitalized public services directly. It also blurs the accountability and 
responsibility of elected officials and governments for the provision of administrative services.  

 
3 See the recent G20 Data Gaps Initiative workplan (IMF, IAG, FSB 2023).  



   

 

IMF | IMF Note 5 

A digital public service is sometimes implemented by the administration directly. More often, it is 
delegated to a private provider (or several providers) under the supervision and responsibility of the 
administration and subject to public policy and regulation. These private third parties create an array of political 
and economic issues that go beyond voice, exit, and repression. By nature, GovTech requires a specific 
alignment of the state’s and private providers’ interests. However, it should not be assumed that private interests 
align with the overarching goal of a “citizen-oriented” digitalization. Although the state is usually guided by a 
combination of revenue seeking and general interest, firms’ decisions relative to the pricing of services are 
usually profit driven. Firms usually have better information than the state has about technology and demand. In 
contrast, the state uses fiscal policy and regulation to reach the “second-best” supply, constrained by imperfect 
information and transaction costs. This issue is by no means new, and the study of the governance of so-called 
public–private partnerships is now a thriving field of the economic literature. If GovTech generalizes the state’s 
reliance on private providers, many civil servants and politicians will require adequate training. 

Blurred accountability between private providers and public administrations may translate into inferior 
public policies. In well-functioning democracies, technological failures engage the government’s responsibility. 
A prominent example is the Dutch government, which was forced to resign in January 2021 over the grave 
mistakes of a machine learning algorithm to detect childcare benefits fraud (Hadwick and Lan 2021). It is not 
necessarily the case in less advanced jurisdictions, however, and even beyond the political blurring of 
responsibilities, there are reasons to be worried about the detrimental effect of delegating public services to third 
parties. Private providers of public services can hold up the public in their relationship to their administrative or 
political principal and, thus, inflate the cost of adapting public services to the changing needs of the public 
(Gagnepain, Ivaldi, and Martimort 2013). Higher costs and an unclear picture of whom to hold accountable for 
inadequate service may, in turn, discourage citizens and businesses from asking for necessary adaptations 
(Hellman 2006). 

GovTech can improve public policies thanks to automation, integration, and better information. The way 
GovTech is implemented is crucial to achieving these objectives. A determinant of its success is to ensure a 
certain alignment of the interests of the private providers of public services and the public administrations that 
rely on these private providers. 

Challenges in Regulating GovTech 

In designing the structure of the supply of GovTech services, the interests of the state and private 
providers are antagonistic. The state would prefer a competitive private sector, whereas private companies 
seek market shares and their correlate, market power. The state should be able to implement its preferred 
market structure through an adequate provision of property rights and regulatory oversight. Not all states, 
however, are equally able to deliver the appropriate level of regulation to private actors, especially when it 
involves new technologies and new methods of engagement with the population.  

A positive and statistically significant relationship exists between the number of telecom operators, adjusted for 
the population, and political stability, as measured by the Worldwide Governance Indicators (World Bank, n.d.). 
This relationship holds for any of the five other indicators of governance of the Worldwide Governance 
Indicators, namely, Voice and Accountability, Government Effectiveness, Regulatory Quality, Rule of Law, and 
Control of Corruption, as well as the United Nations’ E-Government Development Index (UN E-Government 
Knowledgebase 2023). The relationship indicates that competition increases with a country’s institutional 
strength along various relevant dimensions. The extent to which private companies obtain their preferred 
market structures is inversely proportional to the strength of a country’s political institutions. Ample evidence 
already shows that, in practice, private companies tend to obtain concessions from the state thanks to various 
mechanisms of regulatory capture: campaign financing in exchange for favors in the procurement of public 
contracts, lobbying, the revolving door, and even outright corruption. More work would be needed to establish 
whether the relationship between the strength of institutions and competition between operators is causal, and if 
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so, through which of these mechanisms it operates. However, this is suggestive evidence of the importance of 
strong institutions for a jurisdiction to benefit fully from digitalization and delegating public services.  

Analytical Framework 

GovTech comprises capital and business transfers, contractual and legal relationships, and informal 
ties and influences between public and private agents, involving diverse research fields for which there 
is a rich literature, including contract and incentive theories, cost-benefit and financial feasibility 
analyses, public choice, corporate governance, and regulation. A few features distinguish GovTech starkly 
from previous drives to modernize the state. These features are considered as follows. 

Market Power 
GovTech has several sources of market power. Market power can come directly from regulation in the 
interest of specific or incumbent firms, which raises questions about regulatory capture. Market power 
also comes from two features of any GovTech service (with overlap): when the service involves large upfront 
investments or economies of scale—what the economic literature has described as a natural monopoly or 
oligopoly—and when the service is hard or impossible to replicate in another company or from within the 
administration itself. In GovTech, trade secrets do not necessarily mean superior, unknown technology. They 
often come down to disposing of the administrative data needed to supply the public service. 

Economies of Scale 
To avoid the pitfall of a GovTech sector that does not serve citizens on the wrong side of the digital 
divide, governments must ensure that the enabling infrastructure and public services are available to 
virtually all constituents.  

Economies of scale are often associated with setting up the infrastructure—here, the infrastructure that 
underlies GovTech and the broader digital economy. For instance, the extension of 4G coverage, the 
connection of schools to the internet, and the procurement of lithium and rare earths (that enter, respectively, in 
the production of batteries and magnets) imply large fixed costs that reduce the scope for competition between 
private suppliers. Economically, it is socially optimal to regulate suppliers to avoid oligopolistic or monopolistic 
pricing, encourage innovation, and increase infrastructure supply to existing and new users of digital services. 
Regulation should enforce a healthy degree of competition or keep markets contestable whenever applicable.  

In the case of GovTech, public services can create economies of scale, especially when GovTech aims 
at automating procedures and integrating services across administrations. The cost of training large 
algorithms makes it difficult for other corporations to contest the position of an incumbent private provider. This 
might make certain GovTech markets effectively noncontestable (Kang and Miller 2022), except in the extreme 
case of large-scale failures of policy implementations (in particular, risk prediction, apparently often misused by 
a diverse set of administrations, as suggested in Wang and others [2022]). Economies of scale in GovTech are 
closely related to the difficulty of replicating an incumbent’s services with a trained algorithm and superior data—
the trade secrets of the digital age.  

Personal Data and Private Providers of Public Services 
Companies have a general tendency to propose services that are hard to replicate, which is especially 
true in GovTech. In the more general context of digital services, companies generate troves of personal data 
that they may combine to gain an edge over competitors, with which it is almost impossible to catch up. Such 
sensitive data, unavailable to contestant firms, entrench the advantage of the incumbent provider. They give 
early providers a sizeable first-mover advantage that is hard to regulate (Simon and Sichelman 2017; Fromer 
2019; Levine and Sichelman 2019). 
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The incumbent’s advantage over data is especially problematic because GovTech can create more 
sensitive data. In liberal democracies, citizens are usually more inclined to share sensitive personal information 
with the state than they are to share that information with private companies, as an integral part of the social 
contract (Chatillon 2008). For instance, financial statements of firms, thorough descriptions of individuals’ 
various sources of income, and health data are shared under the assumption that such data can help the state 
fulfill its mandate and ensure fair participation of all in revenue collection but that the state will not use such 
sensitive information with any nefarious intent. In GovTech, the line is blurred by the partnership between the 
state and private companies, even though GovTech is likely to generate much more data than the state had 
before. The provider need not gather the data itself in exchange for superior services and the consent of users. 
Instead, it obtains data collected by the administration or collects information under the state’s auspices (and 
sometimes refuses to share it with the administration), which calls for a particularly demanding oversight of the 
usage and storage of data raised by private providers of public digital services (Thomas and others 2019).  

The central role of personal data creates its own set of unresolved issues. How do we allocate property 
and usage rights over the personal data of GovTech services in matters of education, health, and immigration? 
The General Data Protection Regulation in the European Union (Council Regulation 2016/679)4 and its 
equivalents in other countries take away some rights from businesses (although not from states) in their control 
and handling of personal data. Whether in the hands of private firms supplying a digital service in the name of 
the state or in the hands of the state itself, the personal data generated by GovTech are and will remain a 
concern for privacy and a threat to several human rights. 

With the importance of personal data in GovTech, how can governments ensure competition among 
providers of public services? Even when individuals remain in control of their data (Lazaro and Le Métayer 
2015), it does little to threaten the incumbent providers’ advantage over their competitors. Individuals who 
reclaim control of their private data cannot force machine learning algorithms to “untrain” themselves. Even if 
they could, it would have only a marginal impact on the algorithms’ function. Then their data would need to be 
aggregated again for another company to offer a service able to compete with the incumbent (Geradin and 
Kuschewsky 2013). To ensure fair competition, or even contestability, administrations must remain in control of 
the information that businesses and individuals have agreed to share with the government and not with a 
particular private contractor.5 They must develop the in-house knowledge to ensure that competitors can use 
this information to propose different and, hopefully, superior services. They must be willing to implement this 
competition. So far, national government regulations have not kept pace with technological change (Wu 2014).  

The General Data Protection Regulation also addresses an international dimension. How do we trade 
digital sovereignty with the appeal of global networks and value chains? The geostrategic importance of the data 
generated by digital services and GovTech is also likely to grow considerably in the following years. 

The Direction of GovTech 

Real challenges encountered during the deployment of GovTech include the following:  

 
4 Council Regulation 2016/679 of April 27, 2016, Protection of Natural Persons with Regard to the Processing of Personal Data and on the 

Free Movement of Such Data, 2016 O.J. (L119) 1. http://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32016R0679&from=EN.  

5 Other policies that governments can pursue to keep markets contestable consist of enforcing a strong competition policy that prevents 
anticompetitive practices, encouraging innovation, and maintaining a level playing field in the tech sector. These policies include 
monitoring and addressing monopolistic behaviors, mergers, and acquisitions that may reduce competition; predatory pricing tactics; 
diversifying tech providers through the procurement process; encouraging innovation and entrepreneurship; strengthening regulatory 
processes; building digital infrastructure; and developing digital literacy. In low-income countries, governments may prioritize investing in 
digital infrastructure and promoting digital literacy to create a foundation for contestable markets. In contrast, middle- and high-income 
countries may focus on strengthening regulatory frameworks, diversifying tech providers, and fostering innovation. 

http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679&from=EN
http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679&from=EN
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 National Digital Initiatives. By definition, consolidation of any national digital service must reduce the 
agencies’ autonomy (for example, digital public infrastructure, shared services, national data centers). 
Although efficiency gains may indeed be significant (of which there are positive examples), many risks are 
especially prominent among low-income and fragile countries. These include the capture of state institutions 
by the techno-savvy elite with ties to industry (for example, oligarchs), redirection of productive technology 
budget to unproductive central digital authorities, blocked organic growth within the agencies affected, 
reduction in the overall quality of public services delivered, and heightened levels of fragility among individual 
agencies (for example, external reliance on digital public infrastructure representing single points of failure 
and targets for cyberattacks, “brain drain” toward central agencies and the private sector, especially from 
fiscal agencies to the banking sector).  

 Migration of services to deal with corruption to or from government agencies and service providers. 
In some countries, it is known that severe corruption problems exist within government information 
technology (IT) departments. Moving the respective data or services to a commercial cloud provider could be 
helpful as an anticorruption measure. Conversely, private service providers in other countries have deep 
connections to influential figures that have captured state agencies through control of IT operations and data. 
In these instances, migrating from these private services back to direct control by the affected agencies can 
be beneficial. As such, migrations of services can also generate opportunities for corruption and data loss or 
breach. They should be envisaged with extreme caution and limited to the minimum necessary.  

 Information security, including cybersecurity. Increasing the number of actors engaged in delivering 
public services multiplies security risks. Low-income and fragile countries cannot deal with these challenges, 
which significantly limit GovTech’s potential. In practice, directed cyberattacks in the fiscal space increasingly 
target ecosystems rather than state institutions.6 Although some countries benefit from having security and 
intelligence agencies handle cyber issues, the effectiveness of these agencies beyond pure technological 
matters is limited because they often do not understand the ecosystems being targeted and do not have 
operational expertise in the domains they protect (for example, the actual business of revenue administration 
rather than its technological aspects). 

The conflict of interest between private providers and the state is compounded by the agency that 
private interests exert over the scope of the GovTech sector. Private companies acting as innovators will 
often lobby the administration for the adoption of a new digital service that they designed. They will likely steer 
the sector toward services that make it easier to retain market power and limit fiscal pressure to the detriment of 
other activities that would generate more fiscal revenue and would be more easily replicable and competitive. 

In general, technical change being biased toward the interest of capital is a concern for redistribution, 
inequality, and ultimately political unrest (Acemoglu 2002; Caselli 1999; Rosenberg 1969). More 
specifically, in this case, innovation can be suspected to be biased toward market power. Market power also 
means public services would be supplied below the socially optimal level. Adequate regulation may prevent a 
provider from taking advantage of this market power. The prospect of adequate regulation may, in turn, 
discourage warping the direction of technical change. Again, this is more of a concern in weaker institutional 
environments.  

The scope of GovTech must not be left to the discretion of private companies. Private providers would 
favor the provision of more profitable services and services that would allow them to entrench their market 
position, which means less competition and contestability and underprovision of public services. Furthermore, 
the dynamic relationship between the state and private providers of public services would inevitably evolve as 
the private providers develop capacities that the public sector cannot control (Allen and others 2005; Bharosa 
2022). Policy and regulation are also susceptible to being captured by private interests. This economic concern 
is compounded by a concern about the nature of the underlying resource: personal or business data, often 
collected by the state itself, willingly given to a public authority and for a public purpose that ends up in the 

 
6 For example, “NotPetya” in Ukraine in 2017, which targeted large businesses and the revenue system. See McQuade (2018).  
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hands of private interests with other goals, which creates specific privacy issues. In other words, GovTech is a 
genie that must be kept in its bottle. 

Nevertheless, the choice of digitalized public services should not be left to the state’s discretion. As 
GovTech helps generate more data, there is a risk that jurisdictions will use these data for purposes other than 
openness and transparency, as initially advertised in the collection phase, such as interjurisdictional competition 
for the location of companies (Barns 2016). More worrisome is that as GovTech creates new surveillance tools, 
there is a threat that they will be used to restrict liberties and curb human rights (Goncharenko and Khadaroo 
2020; Gussarova 2021).  

If GovTech is to fulfill its goal of “citizen orientation,” then the design and development of GovTech 
services should be collaborative and involve multiple stakeholders, with citizens at their center. 
Blockchain and related technologies could give control of personal data back to citizens. Digitalization could 
enable the “coproduction” of public services involving citizens and other civil society organizations (Edelmann 
and Mergel 2021). Involving citizens and the most vulnerable within a community in the digitalization of public 
services is relatively frequent at local levels of government, particularly in the design of smart cities, but less so 
at the national level. However, coproduction is not the only mode of public services production. In particular, the 
goals stated earlier may focus the digitalization efforts on efficiency and the effectiveness of the internal 
production of public services, which would lead GovTech in different, albeit not necessarily incompatible, 
directions (Cordella and Paletti 2018).  

Governance, State Capacity, and Public Legitimacy 

The delegation by the state of GovTech services to companies creates a direct relationship between 
private interests and citizens. Beyond the difference in their motives and how they weigh the delivery of public 
policies and profits, this direct link creates legitimacy issues as well as a dilution in responsibility when 
standards of care still need to be met (Janowski, Estevez, and Baguma 2018). 

This diffusion of responsibility may reinforce itself dynamically. In outsourcing the provision of digitalized 
public services, the state may entrench the superior know-how of private companies and the deterioration of 
state capacity. GovTech has the potential to improve the delivery of public services to citizens. However, the 
situation may deteriorate quickly if the state’s degree of understanding of the underlying technologies is not 
maintained. If citizens start having the impression of an inadequate administration, they may also start 
questioning the legitimacy of fiscal policy, the welfare state, and democracy. 

Diverse as it is, GovTech creates several common issues that an encompassing institutional framework 
should address. First, it must remain citizen oriented, against its natural tendency to adapt to the goals of 
businesses and governments.  

Second, it must be inclusive, against its natural tendency to create a digital divide within and among 
countries, which may mean limiting the sector’s scope and keeping more traditional supplies of public 
services open to citizens who are on the other side of the digital divide. Although digitalization may help 
streamline the provision of several services, it must not create a two-tier society.  

Third, it must remain competitive, despite the forces toward personal data concentration and sectoral 
consolidation.  

Fourth, it must maintain and protect the direct relationship of citizens with the state to ensure the 
legitimacy and efficiency of public policy and social safety nets. A particular concern is that digitalized 
services may blur governments’ accountability to citizens by adding layers of intermediate responsibility and 
blaming automated decision-making in case of wrongdoing.  
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Governing Demand 
The implementation of GovTech should ensure the broadest possible adoption of the new digital 
services but should avoid excluding nonadopters. Broad adoption requires citizen-oriented innovation (for 
example, in public policy innovation labs), transparent governance, clear accountability for possible 
implementation flaws (through the introduction in public administrations of a “citizen service” culture centered on 
citizen satisfaction and citizen feedback), and a significant investment in the digital education of the population 
at all ages. 

Governing Supply 
Fiscal policy and regulation should adapt to the market structure of digital services.7 The state should tax 
less than it would if it was only guided by domestic revenue mobilization—and should arguably subsidize 
GovTech services that it does not wish to provide itself. Fiscal incentives are compounded by how wide ranging 
this spillover is expected to be (in other words, how general the purpose of the service is). In this situation, the 
state should also favor entry and increase competition. The state should tax more a service that may have 
negative externalities or does not serve citizens’ interests. Suppose the private sector would not provide a 
satisfactory service or supply it in a way that allows private companies to skirt regulation and avoid taxation. In 
that case, the state should step in, supply the service itself, and prevent the entry of private operators. The state 
must also ensure that the supply of digital infrastructure and connectivity does not hinder the demand for digital 
services.  

Concluding Remarks 

Digital development strategies should make connectivity accessible, affordable, open, and safe while 
reducing the risk of regulatory capture, inequality, and market concentration (Figure 2). The extension of 
GovTech can increase inclusion, efficiency, and innovation in public policy. For example, it can improve public 
access to higher-quality and more integrated health care and education and can empower populations still 
disadvantaged by systemic and institutional discrimination. It may help reduce differences in access to public 
services among urban and rural areas, genders, and education levels.  

The benefits extend to the macro economy, micro-level effects, and government legitimacy and political 
stability. In each sector, however, the social dividends of GovTech will remain contingent on the 
implementation of the appropriate degree of fiscal policy (for example, investment in infrastructure and 
subsidies) and regulation (for example, regarding market structure and privacy) to foster accessibility, 
affordability, and safety.  

 
7 See Frieden and Silve (2023) for a careful consideration of the trade-offs. 
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Figure 2. Goals, Social Dividends, and Risks of Digital Connectivity 

 
Source: IMF staff, based on World Bank (2016). 
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